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The water sector has been the subject of increased targeting by cyber threat actors for 
monetary gain and comprising continuity of operations. This reality requires proactive 
measures to mitigate vulnerabilities and develop incident response capabilities by all 
types of water utilities. Cyber threats do not discriminate by utility size or type. This 
workshop is designed to empower utility owner/operators to understand the threat, 
assess vulnerabilities, leverage tools to mitigate risks and prepare to respond. 

 

May 15, 2024 

 

8:45 am – 9:00 am Check In 

9:00 am – 11:00 am Awareness - Why is Cybersecurity Important? 

(includes 15 min break) Preparing for 2nd round of AWIA Compliance  

 Threat landscape & targeting of water systems 

11:00 am – 12:00 pm Assessment - How to evaluate cyber vulnerabilities 

 Reviewing Recommended Controls 

12:00 pm – 1:00 pm LUNCH BREAK 

1:00 pm – 3:00 pm Action - Implementing Recommendations &  
(includes 15 min break) Supporting Resources 

 Incident Response and Recovery 

3:00 pm  Adjourn 

 

 

 


