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[bookmark: Introduction]Introduction

[bookmark: Scope]Scope

This plan covers management, staff and volunteers of Crisis Connections (CC). It describes how CC will manage its own response to a disaster and how it will interface with outside agencies and systems.
This is expected to be a living document that will be updated once a year (minimum), to ensure that information and contact details are accurate. It is the responsibility of the Operations team to ensure the document is edited in a timely manner and that any printed copies are the appropriate version.
[bookmark: Purpose]Purpose

The purpose of this plan is to provide direction to CC management and responders when a significant event disrupts normal business activities and requires a different approach to providing the essential services of the organization. While every circumstance can’t be covered in detail, it provides a general process for decision-making. In situations not covered by this plan, employees are expected to respond in a matter consistent with the priorities and actions described herein.
[bookmark: Situation]Situation

Crisis Connections is an essential service provider to the community. Crisis Connections, formerly known as Crisis Clinic, was founded in 1964. It is one of the oldest Crisis Lines in the nation, focused on serving the emotional and physical needs of individuals across Washington State.
[bookmark: Concept_of_Operation]Concept of Operation

[bookmark: Incident_Priorities][bookmark: _Toc165378698]Incident Priorities
1. Protection of life
2. Protection of Property
3. Resumption of Service
4. Economic Recovery
[bookmark: Initial_Objectives][bookmark: _Toc165378699]Initial Objectives
1. Ensure safety of staff in the facilities, provide first aid if needed.
2. Determine conditions of staff working in off-site/training locations
3. Communicate any immediate life-safety emergency needs to first responders (do not call 911 unless it is an emergency, it is important to keep phones lines open for emergency calls in the beginning of an incident response.)
4. Inspect facilities to determine if it is safe for staff to remain – if not, close the building and activate work-from-home protocols.
5. Determine operating capacity of IT, phone systems, computers, network connectivity, electrical power, local cell capacity.
6. Develop a staffing plan for the next two operational periods and notify staff of the plan.
7. Endeavor to maintain client services as close to normal levels as possible.
8. Determine which services can be temporarily suspended until staffing and infrastructure has been adequately restored.
[bookmark: Roles_and_Responsibilities_under_ICS][bookmark: _Toc165378700]Roles and Responsibilities under ICS
See Appendix B – Incident Command Structure for a detailed list of responsibilities.
When staff are assigned to Incident Command duties, they should not be attempting to fulfill their normal job duties as well. This is one of the reasons Incident Management Team responders assume different titles during an emergency activation.
Washington State responders, as well as all Police and Fire agency utilize the ICS structure and positions. The State requires any agency expecting to utilize State resources to use ICS as well.
To that end, the following CC management positions correlate to their ICS positions:
CEO
· Fills the role of Incident Manager (IM) or that position may be delegated to best qualified person to fulfill that role based on the circumstances, (e.g., if the emergency is a cyber-attack, the best person to assume the Incident Manager position may be the IT Director.)
· Oversees all response activities and planning.
Business and Operations
· Fulfills the roll of Operations/ Safety Lead
· Manages staffing needs for optimum operational capacity.
· Ensures safety and accountability of staff and guests within the facility.
· Manages logistics for staff as needed.
Senior IT Manager
· Fulfills the roll of IT Lead
· Maintains network and computer functions and activates back-up power generator.
Essential personnel lead
· Fulfills the role of Planning Lead for all critical services.
· Monitors needs, requests staffing adjustments
· Plans for resuming normal office activities.
Finance
· Fulfills the role of Finance Lead.
· Maintains emergency expenditures oversight.
Communications
· Fulfills the role of internal/external Communications Lead
· Writes and distributes information to clients, the general public, and staff members.
Staff
· Be available to work different schedules to maintain coverage of critical services.
Volunteers
· As directed.

[bookmark: Process][bookmark: _Toc165378701]Process
1. When a disaster occurs, the CEO or his/her designer will determine if it is necessary to operate under emergency protocols, or if the problem can be resolved with normal staffing and processes.
2. If it is necessary to declare an emergency, the CEO will assemble the Incident Management Team (IMT) by filling the necessary positions in the ICS structure.
3. An Incident Manager (IM) will be assigned.
4. IMT will request initial damage assessments from staff at facilities.
5. IMT will set immediate objectives and assign personnel to specific tasks.
6. IMT will set a staffing schedule to maintain minimum essential services for a period of time to be determined.
7. IMT will instruct staff to work from home if transit routes or facility damage makes it unsafe to travel to the office.
8. If services cannot be provided either on-site or virtually, or demand exceeds the capacity of staff and equipment, IMT will contact other available contact centers for assistance??
· In a regional disaster, call centers outside of Washington State may be needed to assist in providing critical services.
9. The IMT will determine which non-essential services will be curtailed until the incident has stabilized, notify staff and re-assign to critical service positions if possible.
10. The IMT will connect with key providers as to their status and request real-time updates for critical resources/services.
Crisis Connections
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11. Personnel Lead will monitor phone activity to be sure client needs are being met as quickly as possible in the circumstances.
12. IM will ensure information is being shared with clients, partners, staff and general public.

[bookmark: Planning_and_Training][bookmark: _Toc165378702]	Planning and Training	
[bookmark: Plan][bookmark: _Toc165378703]Plan
· This plan was developed through a coordinated effort utilizing discussions with project management team, review of existing documents, and an online survey form circulated to department managers to elicit concerns and departmental needs during an emergency.
· Plans should be reviewed at least annually and updated as needed.
· Significant procedures changes should be trained and tested through an exercise program.
· Plan should be available on CC’s intranet and printed copies in each location (at minimum each of the functional leads to have a copy).
· Standard Operating Procedures (SOPs) for emergency situations describing how to perform everyday functions under emergency conditions are attached to this plan as Annexes.
· SOPs should be practiced regularly.
· A list of the Order of Succession should be developed for each department and maintained in this plan (and reviewed and updated twice a year).
[bookmark: Training][bookmark: _Toc165378704]Training
· Staff and volunteers will be briefed on the plan as part of any introductory training, including the location and use of the Employee Emergency Handbook.
· Each department head will review the plan and communicate to their team(s) on an annual basis.
[bookmark: Exercises][bookmark: _Toc165378705]Exercises
· Annual fire, earthquake and active shooter drills will be conducted at our facility to include accounting for all personnel.
· Staff will practice starting the generator every 6 months to ensure multiple staff members know how to do this. This responsibility lies with the IT department.
· A tabletop exercise will be conducted annually with the IMT to review the emergency procedures, as well as their own roles and responsibilities during an emergency. Responsibility for overseeing the completion of all assigned Improvement items will be assigned to a person on the IMT with sufficient authority to mandate those tasks.

[bookmark: Appendix_A_–_Definitions_and_Acronyms][bookmark: _Toc165378706]	Appendix A – Definitions and Acronyms	



	ICS
	Incident Command System

	CEO
	Chief Executive Officer

	I&R
	Information and Referral

	ERP
	Emergency Response Plan

	EEH
	Employee Emergency Handbook

	IM
	Incident Manager

	IMT
	Incident Management Team

	AAR/IP
	After-Action Report and Improvement Plan

	TTX
	Tabletop Exercise

	
	

	
	

	
	



[bookmark: Appendix_B_–_Incident_Command_Structure][bookmark: _Toc165378707]	Appendix B – Incident Command Structure	

Crisis Connection’s Incident Management Team (IMT) will operate under a modified Incident
Command Structure as defined in the National Incident Management System (NIMS).
The position titles listed here correlate to titles utilized by partner agencies, first responders, and other emergency management entities.
See below for detailed role and responsibility list per function.

Incident
Manager
Communications
Lead
Operations Lead
Planning Lead
IT Lead
Finance Lead



[bookmark: Activating_the_Incident_Management_Team][bookmark: _Toc165378708]Activating the Incident Management Team
· If it is determined that an emergency exists and it cannot be managed by normal business functions, then an emergency is declared and the IMT will be activated.
· At a minimum two leads should be identified per function with the lead and alternate(s) to be listed in the contact list. It is intended that during an emergency there would be at least two teams, each with a representative of each function, with the authority to act on behalf of the organization.
· The Incident Manager will determine which of the positions are needed for the specific event,
· Not every position may be needed.
· The duties of any unassigned positions are the responsibility of the Incident Manager.
· The structure may grow as the situation escalates and needs are discovered.
· The structure will shrink as the situation is resolved.
· IM will determine if additional Operational Periods as needed.
· An Operational Period is generally 12 hours.
· Each OP must be staffed as needed to perform the tasks necessary to meet the objectives.

· All IMT members will have the authority to act in the position they hold. For example, the finance representative should have signatory authority.
· For example, the IM for the second operating period will not have to ask permission of the original IM to conduct emergency operations.
· Each OP will function independently and will brief incoming staff for the next Operational Period.
· IMT will prepare the Incident Action Plan for the incoming OP Team before leaving.
· Off-duty IMT members will rest and recuperate during their off-time, they will not return to their regular jobs until the emergency has ended.
· IMT will coordinate to determine objectives for the next operating period.
· Regular briefings will keep all responders informed of priorities and objectives.

[bookmark: IMT_Positions_and_Duties][bookmark: _Toc165378709]IMT Positions and Duties
Below each role is summarized to indicate overall role purpose. Checklists for each role follow.

Incident Manager
The IM will be determined by the severity of the emergency and effected function(s). The incident manager may also fill one of the other function lead roles depending on the nature of the emergency. For example, if the emergency is IT related the IM and IT Lead would likely be the same person in the operational period. Every incident has an IM. The IM may be informally in charge of the immediate response until the Executive Director has determined that an emergency exists and assembles the IMT.
The IM is the first position filled and the last position demobilized.
The role of the IM is to manage overall response, including but not limited to:
· Liaising with outside agencies to request support or offer assistance as needed.
· Determining which IMT positions should be activated to efficiently manage the event, notify team members and brief them on the situation.
· Reviewing situation and setting immediate objectives.
· Tracking progress of established objectives.

Operations/Safety Lead
The Operations position is the second role activated. This position provides support to the IM and oversees a number of critical tasks.
The Operations Lead should take the lead on ensuring safety and damage assessment for all effected locations. They are responsible for the working conditions at both locations. Tasks include but are not limited to:

· Creating an initial damage assessment, to be shared with the IMT.
· Ensures safety and accountability of staff and guests and reports any missing persons to IM.
· Assessing needed repairs at facilities, working with Finance on project budget, once approved by IM, oversee repairs.
· Overseeing move to alternate facilities if needed.
· Working with IT Lead to ensure back-up power generation is working and sustainable for the expected duration of the incident.
· Overseeing planning for long-term resource needs such as fuel for generators, food and water for essential staff if they are not able to leave the facility.
· Planning return to normal office activities.

Communications Lead
The Communications Lead is responsible for overseeing all communications with staff, volunteers, clients, and external agencies. Tasks include but are not limited to:
· Distributing accurate information to the public regarding the status of CC and its services.
· Ensuring accurate and timely communication with key staff and volunteers to support HR/personnel lead in meeting staffing needs.
· Maintaining website and other Social Media sites with updated information.
· Working with local Office of Emergency Management (OEM) and/or Joint Information Center (JIC) if requested to do so.
· Post-incident, developing memorial program for any staff members lost during the emergency.
· Updating the Board of Trustees (in collaboration with the Finance Lead).

Personnel Lead - WFM
The role of the Personnel Lead is to ensure continuity of essence services. Tasks include but are not limited to:
· Ensuring all internal operations are staffed and functioning and critical services are maintained.
· Maintaining contact with staff to determine availability as CC returns to normal operations.
· Operationalizing remote staff and communicating with them to ensure continuity of services. 




IT Lead
The IT lead role is responsible for maintaining/restoring all information and communication technologies to enable CC staff to provide its services. Tasks include but are not limited to:
· Restoring and maintaining network connectivity.
· Determining functional needs of the IT staff and facilities to meet business requirements.
· Communicating current conditions and future operations to the Incident Manager.
· Ensuring continued operation of back-up generators.
· Issuing equipment to staff that will help to meet high demand during emergency events (additional hardware is stored onsite). CC has agreements in place with CDW and Dell to order and stand-up additional hardware and assets (computers, laptops, monitors, keyboards etc.) if needed.

Finance Lead
The Finance Lead should have signatory responsibility and ensure expenditures related to maintaining services are timely. Tasks include but are not limited to:
· Ensuring payroll will be met in consideration of current conditions.
· Executing all immediate expenditures required for maintaining service.
· Post-incident, overseeing any expenditures for repairs as approved by the Incident Manager.
· In conjunction with Communications Lead, updating the Board of Trustees.

[bookmark: Incident_Manager_Checklist][bookmark: _Toc165378710]Incident Manager Checklist
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	Action
	Notes

	
	Assume command of response efforts
	

	
	Determine the location of the Emergency Coordination Center
	

	
	Activate and notify needed IMT positions
	

	
	Assess the situation to determine if CC’s essential services are interrupted
	

	
	Determine length of likely disruption
	

	
	Determine immediate Action Plan including Objectives and Tasks (refer to critical services list on page XX of document)
	

	
	Conduct initial briefing with IMT, clarify roles and expectations
	

	
	Perform tasks of any unfilled IMT positions
	

	
	Track progress on implementing current objectives and tasks, in conjunction with Personnel Lead
	

	
	Contact other crisis centers if additional help is needed to perform essential services (in collaboration with the personnel lead)
	

	
	When the event is resolved, ensure an After-Action Report and Improvement Plan is generated.
	

	
	Work with local Joint Information Center (JIC) and/or (Office of Emergency Management) OEM if requested to do so
	

	
	Create and share sufficient handover material for the IMT overseeing the next operational period
	



[bookmark: Operations/Safety_Lead_Checklist][bookmark: _Toc165378711]Operations/Safety Lead Checklist
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	Action
	Notes

	
	Contact facilities for an immediate Damage Assessment
	

	
	Assess the situation for safety of clients and staff at facilities
	

	
	Order evacuation if the facility is unsafe
	

	
	Issue a Shelter-in-Place notice if it is less safe outside the facilities
	

	
	Ensure clients, staff, and volunteers are accounted for at facilities
	

	
	Ensure staff and volunteers working off-site are accounted for
	

	
	Provide IM with list of names of any missing clients, staff or volunteers in any facility operated by CC
	

	
	Provide initial damage assessment to IM
	

	
	Report significant damage to the City/County
	

	
	Oversee moving to alternate facilities if needed
	

	
	Oversee planning for long-term resource needs such as fuel for generators, food and water for essential staff if they are not able to leave the facility
	

	
	Coordinate with IT Lead to ensure back-up power generation is working and sustainable for the expected duration of the incident.
	

	
	Determine needed repairs at facilities, work with Finance lead and IM on project budget.
	

	
	Oversee repairs (once agreed to by Finance)
	



[bookmark: Communications_Lead_Checklist][bookmark: _Toc165378712]Communications Lead Checklist
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	Action
	Notes

	
	Ensure accurate and timely communication with key staff and volunteers to support scheduling and Human Resources in meeting staffing needs
	

	
	Compose status reports for the general public and other response agencies
	

	
	Maintain CC website and other Social Media sites with updated information
	

	
	Notify client agencies if CC cannot support essential services and the approximate time to return to service
	

	
	Serve as Agency Spokesperson
	

	
	Gather and verify information related to the emergency and status of services
	

	
	Take notes at all staff briefings, retain for archives
	

	
	Seek approval from the IM prior to publishing reports
	

	
	Ensure all published status reports and press releases are archived
	

	
	Update the Board of Trustees (in collaboration with finance lead)
	

	
	Develop memorial program for any staff members lost during the emergency
	

	
	Set up meeting and briefing schedule for IM and Section Leads
	

	
	Compose outgoing messages on status of services
	



[bookmark: Personnel_Lead_Checklist][bookmark: _Toc165378713]Personnel Lead Checklist
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	Action
	Notes

	
	Ensure there is sufficient staff to fill critical roles as determined by the IM for the current Operational Period
	

	
	Determine length of response and who will staff the next Operational Period
	

	
	Identify and notify staff for next operational period
	

	
	Develop emergency staffing schedule
	

	
	Plan for resuming normal office activities
	

	
	Track progress on implementing current objectives and tasks, in conjunction with Incident Manager
	



[bookmark: IT_Lead_Checklist][bookmark: _Toc165378714]IT Lead Checklist
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	Action
	Notes

	
	Based on situation, determine what resources will be needed in the next 24 hours (personnel, VPN, laptops)
	

	
	Determine condition of network and phone connections
	

	
	Work with Operations Lead to start power generator if needed
	

	
	Report conditions to IM with approximate time of return to functionality
	

	
	If multiple functions are disabled, work with Operations and IM to determine restoration priorities
	

	
	Assign tasks to available IT staff to complete objectives assigned to IT
	



[bookmark: Finance_Lead_Checklist][bookmark: _Toc165378715]Finance Lead Checklist
This may not need to be a full-time IMT position but may be activated in an advisory role to the IM and Operations Leads.
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	Action
	Notes

	
	Determine if payroll will be impacted by current conditions
	

	
	Develop alternate payment plan if payroll is disrupted
	

	
	Develop budget for any urgently needed repairs as determined by Operations the IM
	

	
	Oversee expenditures for repairs as approved by the IM
	

	
	Ensure staff are coding their timecards with emergency codes if necessary
	

	
	In conjunction with Communications lead, updating the Board of Trustees.
	




[bookmark: _Toc165378716]	Appendix C – Employee Safety and Preparedness	
[bookmark: Appendix_D_–_Employee_Safety_and_Prepare][bookmark: _Toc165378717]Personnel Accountability
· During a building evacuation, Floor Wardens (described below) will check that the area is clear and that all personnel are accounted for
· Missing or unaccounted for people will be reported to the IM and to responding First Responders
· Personnel working in outlying locations will contact their supervisor as quickly as possible to report their location and condition.
· All personnel (including remote staff) are encouraged to develop their own personal response plans to emergencies including creating emergency kits, fire escape plans, and evacuation routes in their own homes.
[bookmark: _Toc165378718]Floor Warden/Safety Leader Program
Responsibilities
· The Floor Warden or Safety Leader Program is intended to provide leadership during emergencies. They will;
· Direct personnel and guests quickly and safely out of the building and to the pre-determined meeting area.
· Make a sweep of their assigned area on the way out the door to be sure no one has been left behind.
· Account for everyone and report any missing persons to the Operations Lead and First Responders.
· Floor Wardens will remain until the last person has evacuated, if it is safe to do. They will not remain in place if they are in danger by doing so.
· Floor Wardens will ensure that no one re-enters the building until the proper authorities (Police or Fire) issue the All-Clear.
· Floor Wardens report to the Operations/Safety Lead during the emergency.
· If Floor Warden sees a hazard in the facility while evacuating, they will report that hazard to the First Responders.











Exit Routes – Seattle Facility.





[bookmark: _Toc165378719]	Appendix D –Clinical Business Continuity Plan	

[bookmark: _Toc165378514][bookmark: _Toc165378720]In the Event of an Emergency
· Crisis Connections will determine the clinical business continuity for the Regional Crisis Line, 988, 211 and non-essential helplines.
Organizational Capabilities
· Remote work from home from company computers
· Engage remote staff outside of emergency area to continue services
· Back-up power in the form of a generator
· Redundant Network connections
· Dedicated staff and volunteers
· Mutual Aid agreement with Direct Interactions to provide critical services if King County 211 is disabled
Assumptions
· Crisis Connection is an essential service provided to the State and the cities and counties within its service area.
· As an essential service, CC will be prioritized for resumption of utilities and other key services.
· Staff and volunteers are prepared and willing to work from home or other functioning facilities in an emergency in order to continue providing CCs vital service.
· Access to a contact list for all essential staff should be made available, by Human Resources, to the ELT, for use in an emergency.
· Staff are trained in their emergency duties and expectations.
· Emergency drills and exercises are conducted annually (fire, earthquake, and active shooter).  Activities to be managed by the Health and Safety Committee.
Notifications to external parties in the event of system’s failure
King County Office of Emergency Management: will contact Crisis Connections in the event of a public disaster. This will be a coordinated effort with the OEM Team to reroute calls to Crisis Connections.
· OEM King County: 206-296-3830
King County Trusted Partner Network: Crisis Connections services as a Trusted Partner by ensuring King County residents receive lifesaving emergency alerts. 
· CC will receive emergency response notifications, life, health, and safety action information.
· CC will activate community information-sharing networks: distribute emergency messaging as quickly as possible to residents.
· CC will report, as requested, essential information about an emergency to King County during emergency incidents and drills, including requests for needed resources.
Direct Interactions: The Chief Administrative Officer and/or the Director of Essential Services will contact and activate 24-hour coverage dependent upon disaster response needs for King County 211.
CC will communicate with the Red Cross in the event of a public disaster.
· 206-323-2345
[bookmark: _Toc165378515][bookmark: _Toc165378721]Hierarchy of services in the event of an emergency:
Critical Services
1. Regional Crisis Line & 988 Suicide Lifeline
The Regional Crisis Line & 988 provide immediate help to individuals, families, and friends of people in emotional crisis. They help determine the need for professional consultation and can link callers to the appropriate services. These Crisis Lines are the primary source for linking WA state residents to emergency mental health services.

2. King County 211
King County 211 connects people to community resources they need, providing comprehensive information on health and human services in King County. Whether it's for housing assistance, help with financial needs, or to find the location of the nearest food bank.  

WA Recovery Helpline
The WA Recovery Helpline offers support and referrals to services for people needing substance abuse, problem gambling, and mental health help.

Non-essential services (these can be temporarily suspended in an emergency situation)
3. WA Warm Line 
The Washington Warm Line is a peer support line for people living with emotional or mental health challenges. This program offers hope to those who are still navigating their journey, whether they’re just starting or continuing their path towards recovery.  

Teen Link 
Teen Link was created as a helpline for and by teens in King County. Teen Link answers calls from teens in need and matches them with peer counselors.  It also makes youth suicide prevention presentations at schools throughout the County.

Community Care Hub Intake & Screening Center
The Intake and Screening Center was established as a support for Washington state residents during the Covid-19 pandemic.  The Intake Center provides intake and referrals to regional community care hubs. These referrals are generally not an immediate crisis and can be managed with a slight delay.
[bookmark: _Toc165378516][bookmark: _Toc165378722][bookmark: _Hlk164937990]Staff expectations during Disaster
· In order to ensure adequate staff to meet the increase in calls, staff me be called upon to work beyond their normal shift and/or work additional shifts onsite, or remotely. 
· Shift premiums may be offered to any hourly employees working additional shifts.
· Staff will remain flexible, acknowledging that the environment may be changing quicky. 
· Supervisors will communicate with staff and volunteers regarding any additional shift needs via CC email, texts or Intranet page.
· Long standing volunteers may be utilized to work remotely and assist on the Regional Crisis Line.
· 988 team members may be utilized to answer incoming calls to the Regional Crisis Line. Incoming calls can be connected to Vibrant software.
· Warm Line staff members may also be able to assist with the Regional Crisis Line. 





























[bookmark: _Toc165378723]	Appendix E –Business Continuity Plan	
[bookmark: _Toc165378518][bookmark: _Toc165378724]In the Event of an Emergency
· ELT will determine the scale of the emergency, and activate the Incident Management Team
· Staff will be informed and kept up to date of business communications.
Leadership Staffing protocols:
Before, during and after an emergency event, ELT members are expected to be on duty 24/7/365, unless approved by the CEO.  At the CEO’s discretion any ELT member’s vacation or personal leave may be cancelled or postponed if they are needed to assist with the incident.   

Emergency Communications:
Leadership Notifications:
All Directors and Managers should ensure that they have included their cell number in the emergency phone directory. Directory will be shared with ELT and Directors for use in emergency situations. ELT and Directors are to keep all these numbers their contacts, to be used in case of emergency.  
· Emergency cell phone directory will be managed and distributed by the Business Manager. 

All Staff Communications 
Staff will be communicated with by some or all the following methods (to be determined by IMT based on emergency or incident) 
· Updates to the intranet 
· Work emails
· Teams Notification Blast
· Paylocity Notification Blast
· CC business line outgoing message 
· Conference line briefing calls (all staff invited to attend briefings at announced time) 
· ELT will issue communication to staff after the event of an emergency which includes post disaster debriefing and counseling, as well as employee resources for post disaster mental health and emotional support.
Notification Timeline:
· The Incident Manager will notify staff/volunteers of an emergency, via above mentioned method.
· Staff/volunteers will be updated every 2-4 hours depending on the severity of the emergency.
· Standard update times may be determined at the discretion of the IMT.

Ability (trained and has access rights) to use each of the communication methods:
Any appointed IMT member can facilitate a conference line briefing call with all staff. See text blast instructions addendum. 
	 Staff Members:
	Intranet
	Teams/Paylocity blasts
	Emails to CC Allstaff

	Chief Executive Officer
	X
	X
	X

	Chief Administrative Officer 
	X
	X
	X

	Sr. Director of Finance/ Controller 
	X
	X
	X

	Sr. Director of Clinical Operations 
	X
	X
	X

	Sr. Director of Advancement 
	X
	X
	X

	Sr. Director of HR
	X
	X
	X

	Business Manager 
	X
	X
	X

	Operations Specialist 
	X
	
	X



Modes of Communication in the event of Systems Failure:
· Members of the Incident Management team will have access to Satellite Phones in the event of an emergency or power outage. 
· IMT will need to input a GETs access code. 
· Emergency cell phones are available onsite at the Seattle facility for use in case of emergency or system failure.

Emergency Accommodations for staff/volunteers:
Hotel Options 
In the event that staff or volunteers are unable to safely return to their homes, the IMT will arrange for nearby hotel accommodations and emergency food until it is safe for the employees or volunteers to return home. Hotel accommodations will likely be double occupancy. Crisis Connections will pay for the hotel room only. Incidentals and other fees (wi-fi, pay-per-view, room service, etc.) are the sole responsibility of the staff and volunteers. Guests are not allowed in rooms paid for by CC. 
 
Transportation Arrangements:
The IMT can arrange for ride share services to and from the Seattle facility in the event of an emergency or public transportation disruption for staff and volunteers. 


[bookmark: _Toc165378725]	Appendix F –IT Response Plan	
In the event of an emergency IT will be responsible for maintaining and monitoring the phone systems to ensure operations for critical lines of business continue. 
· Priority lines: Regional Crisis Line, 988 Suicide Lifeline, and 211.
· ELT will direct IT regarding non-essential lines of operations during an emergency.

Communications:
· IT will inform ELT on an ongoing basis of system issues until normal business operations are restored.
· IT will contact vendors to advise of current emergency status.

IT Personnel Action Items:
· Local IT staff can be coordinated to monitor and fix problems onsite at the Seattle facility.
· If local IT staff are unavailable or incapacitated, remote IT staff can be coordinated to monitor and fix IT issues.
· Remote IT technical assistance (ISO outsource) vendors can be deployed onsite or remotely if needed.

Emergency Timeline Protocols:
· 1-24 hours: IT will triage technical issues and resolve to ensure business continuity.
· All IT Members will work to restore business operations to critical helplines and systems.
· 24-48 hours: assuming no critical issues occur, IT will monitor issues as they arise and prioritize based on critical line of business needs.
· 48-72 hours: assuming no further critical issues arise, IT will continue to triage and prioritize, and deploy offsite & cloud-based resources as needed.
· All IT Members will work to restore business operations to non-essential helplines and systems.

If phone systems are still operational in event of emergency:
· The distributed workforce can continue to handle incoming calls if the Seattle facility is down.
· The onsite workforce can be deployed remotely with cloud-based systems access.
· IT Support After hours line can be monitored for the duration of the emergency to respond to critical and/or acute IT related issues.

If phone systems are not operational in event of emergency:
· IT will contact vendors (Vibrant, InContact, Ring Central, IEX WFM, When to Work) to inform of the emergency.
· If vendors can reroute calls, have them reroute to available external centers.
· Calls can be rerouted internally to company issued or personal cell phones if needed.
· Non-essential line staff (Teen Link, RHL, Warm Line, CCHISC) can be recruited to assist with critical calls if feasible.
· Calls can be re-skilled by IT to appropriately trained staff to ensure critical line coverage.
· IT will insert emergency messages at the main menus for call points of contact.
· WFM/When to Work can be used to contact off-work employees (union rules permitting) to request coverage.

Other systems in case of Emergency:
· CareLogic: calls can be recorded using offline processes if needed. 
· Paylocity: time & attendance can be tracked and documented manually for timecards.
· Visionlink: Vendor has backup servers in multiple locations so if the system goes down they will restore from one of those backup servers.

Failover servers (Portal, domain controller servers):
· Domain Controllers authenticate against Azure.
· Remote IT can deploy to redirect processes if needed.

Additional hardware:
· CC has agreements in place with CDW and Dell to order and stand-up additional hardware and assets (computers, laptops, monitors, keyboards etc.) if needed.

Potential Duplicate Facility in case of Emergency:
Contact Seattle Facility Landlord, to see if other office space can be utilized if the Seattle facility is no longer functional. 

[bookmark: Employee_Emergency_Response_Handbook][bookmark: _bookmark25][bookmark: _Toc165378726]Emergency Response Handbook/Post Disaster Employee Tools	
[bookmark: _Toc165378727]Employee Emergency Response Handbook
· The Employee Emergency Response Handbook is attached to this document as an independent Annex suitable for printing and binding.
· Every employee and staff member are responsible for reading and understanding the contents of the handbook.
· Copies should be posted on all workstations for quick reference.
· Review of the Handbook should be included in all new employee training in conjunction with the Safety Syllabus.
[bookmark: _Toc165378728]Post Disaster Employee Mental Health Tools
· [bookmark: _Toc165378729]Supervisors will remain mindful of the stress and emotional toll of their staff and volunteers and provide coping tool mechanisms.
· Red Cross Emotional Recovery website: https://www.redcross.org/get-help/disaster-relief-and-recovery-services/recovering-emotionally.html
· Red Cross Disaster Distress Helpline: available 24/7 for support at 1-800-985-5990.
[bookmark: _Toc165378730]Employee Assistance Plan: Canopy
· [bookmark: _Toc165378731]EAP resources will be made available to staff via https://my.canopywell.com/
· [bookmark: _Toc165378732]HR can also arrange for therapist led debriefing sessions for staff and volunteers.
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